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Kamerak, compliance és az azonnali tajékoztatas kockazata —
mit Uzen a Birdsag a vallalatoknak a testkamerak hasznélatarol?

Az Europai Unio Birosaganak friss, 2025. december 18-an hozott itélete egy latszolag sziik,
kozlekedési vallalatokat érint6é adatvédelmi kérdésen keresztiil valojaban sokkal szélesebb kori
Uzenetet hordoz minden olyan véllalkozasnak, amely megfigyelési technoldgidkat, kilondsen
kamerarendszereket alkalmaz iizleti miikodése soran. A dontés vilagossa teszi, hogy a GDPR
tajékoztatasi kotelezettségeinek értelmezése a gyakorlatban sokkal szigorabb, mint ahogyan azt
szamos adatkezelo eddig feltételezte, és hogy a ,,technologiai semlegesség” nem jelent compliance-
kockazatmentességet.

Az Eurdpai Unio6 Birésaganak friss, 2025. december 18-an hozott itélete egy latszdlag szik, kozlekedési
vallalatokat érint6 adatvédelmi kérdésen keresztiil valdjaban sokkal szélesebb korii lizenetet hordoz
minden olyan vallalkozasnak, amely megfigyelési technologidkat, kiilondsen kamerarendszereket
alkalmaz tizleti miikodése soran. A dontés vilagossa teszi, hogy a GDPR téjékoztatasi kotelezettségeinek
értelmezése a gyakorlatban sokkal szigortibb, mint ahogyan azt szamos adatkezel6 eddig feltételezte, és
hogy a ,,technologiai semlegesség” nem jelent compliance-kockazatmentességet.

Az ligy kozéppontjaban egy stockholmi kozlekedési vallalat gyakorlata allt, amely jegyellendrei
szamara testkamerakat biztositott, és ezek segitségével rogzitette az ellenérzések soran torténteket. A
tagallami adatvédelmi hatosag birsagot szabott ki arra hivatkozva, hogy az érintett utasok nem kaptak
megfelel és idoben nyujtott tajékoztatast a személyes adataik kezelésérol. A vallalat védekezése szerint
a kamerafelvételek révén kezelt adatok nem kézvetleniil az érintettektol szarmaztak, ezért nem a GDPR
13. cikke, hanem az enyhébb kovetelményeket tamasztd 14. cikk volt alkalmazando.

A Birosag ezt az érvelést egyértelmiien elutasitotta, €s kimondta, hogy a testkamerdval rogzitett
képfelvétel tipikusan kdzvetlen adatgylijtésnek mindsiil. Ennek megallapitasahoz nem sziikséges, hogy
az érintett aktivan adatot szolgaltasson, vagy akar tudatosan kdzremiikodjon az adatkezelésben. Mar az
is elegendd, hogy az adatkezel6 az érintett megfigyelésével jut személyes adatokhoz. Ez az értelmezés
lényegében minden olyan iizleti szituaciora kiterjeszthetd, ahol a vallalat kamerak, szenzorok vagy
hasonl6 technolégiak ttjan ,,észleli” az érintetteket.

A dontés egyik legfontosabb gyakorlati kdvetkezménye az, hogy ilyen esetekben a tajékoztatast azonnal
meg kell adni. A Birdsag ugyanakkor elfogadja az tigynevezett tobbrétegii tajékoztatasi modellt, amely
a nagy forgalmu, dinamikus kornyezetben miikddo szervezetek szamara kiilondsen relevans. Eszerint a
leginkabb 1ényeges informacidk — igy az adatkezelés ténye, célja és az adatkezeld kiléte — akar egy jol
lathato figyelmezteto jelzésen is megjelenhetnek, mig a részletes adatvédelmi informaciok egy konnyen
hozzaférhetd csatornan, példaul QR-kédon, weboldalon vagy fizikai tajékoztaton keresztiil
biztosithatok.

Uzleti szempontbol az itélet talmutat a kozosségi kozlekedés viligan. Erinti a biztonsagi
szolgaltatasokat, a kiskereskedelmi szektort, a logisztikat, a rendezvényszervezést, st a munkahelyi
kornyezetet is, ahol testkamerak, mobil kamerak vagy viselhet6 technologiak egyre gyakrabban jelennek
meg. A Birdsag iizenete egyértelmii: az ilyen eszk6zok alkalmazasa nem csupan technikai vagy operativ
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kérdés, hanem az adatvédelmi governance kozponti eleme, amelynek hianyossagai kozvetlen pénziigyi
¢s reputacios kockazatot hordoznak.

A dontés egyben azt is jelzi, hogy a hatdsagok és a birésagok a jovoben varhatdéan kevésbé lesznek
elnézdek azokkal a megoldasokkal szemben, amelyek a tajékoztatasi kotelezettséget pusztan formalis,
utolagos vagy nehezen hozzaférhetd dokumentacioval kivanjak ,kipipalni”. A compliance itt nem
dokumentumgydrtast, hanem az érintetti mindség tényleges dtgondolasat jelenti.

Osszességében az itélet egy vilagos stratégiai iizenetet hordoz a véllalatvezetdk és jogi tanacsadéik
szamara. A megfigyelési technologiak hasznalata soran nem az a kérdés, hogy keletkezik-e adatvédelmi
kotelezettség, hanem az, hogy az adatkezel6 képes-e azt az lizleti folyamatokba integralt, azonnali és
érthetd mddon teljesiteni. Aki ezt alabecsiili, az nem csupan egy GDPR-birsagot, hanem a fogyasztoi
bizalom elvesztését is kockaztatja.



